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WEBSITE
Standard Operating Procedures
DIRECTIVE:
To provide information to Diplomates, Candidates, and the public per requirements of the ABFDE and FSAB and to promote the ABFDE.
1. Maintain the ABFDE’s Internet Service Provider (ISP) account.

1.1 Our current ISP is GoDaddy, and our Customer # is 38872475.
1.2 At least two people (ideally Website committee members) should have the password and PIN for our account.

1.3 Renew our abfde.org domain name, hosting, and website security essentials software package when they become due. (The ABFDE does not have a credit card; the Website Chair has her credit card on file for automatic renewal. Expenses are reimbursed through the Treasurer.) Report these expenses in the annual Website Committee Report.
2. Update the website.
2.1 Keep WordPress and website plug-ins up to date.

2.2 Back up the website annually and before updating WordPress. Backups are done in the cPanel application on GoDaddy.
2.3 New Diplomate, Diplomate resignation, or Diplomate requested changes: Find an Expert page

2.4 Change in Directors, Executive Committee, or Committee Chairs: About the Board page
2.5 Updated Directory: Diplomates page, archive older version in Archives submenu of Diplomates page
2.6 BOD Meeting Minutes – Diplomates’ version: Diplomates page, archive older version in Archives submenu of Diplomates menu
2.7 BOD Meeting Minutes – Directors’ version: Directors page

2.8 Updated SOP: Directors page

2.9 Update BOD Terms, Committee Assignments, letterhead, or email lists: Directors page

2.10 New Recertification Manager: Recertification submenu of Diplomates menu

2.11 Updated Points Scoring Table: Recertification submenu of Diplomates menu

2.12 Updated Annual Submission Forms: Recertification submenu of Diplomates menu

2.13 Updated list of upcoming forensic conferences: Calendar submenu of Information menu
3. Post current ABFDE news and information.

3.1 In lieu of a newsletter, information is disseminated through posts on the Blog in the Diplomates menu. 
3.2 Each post needs to be password-protected individually. The same password for Diplomates is used for all Diplomate-related information on the website.
4. Respond to form submissions sent through the website, such as the Contact Us form. The following form responses should be forwarded instead:

4.1 Questions regarding sensitive issues or Diplomate status are forwarded to the President.

4.2 Update Directory Listing submissions are forwarded to the Secretary.

4.3 Application for Workshop Approval submissions are forwarded to the Continuing Education Committee.

4.4 Suggestions or Comments for the Board submissions are shared with the Board of Directors.

5. Conduct an annual review of the website to ensure FSAB compliancy and posted information is up to date.
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